**PROCES FOR HÅNDTERING AF PERSONDATABRUD I H/F FÆLLES EJE SAMT BRUD-LOG**

Bilag 6 til Kolonihaveforbundets vejledning om persondata (SKABELON)

Et brud på datasikkerheden foreligger, når der er sket en hændelig eller ulovlig tilintetgørelse, tab, ændring, uautoriseret videregivelse af eller adgang til personoplysninger, som behandles i haveforeningens regi.

Denne proces anvendes i tilfælde af alle persondatabrud. Såfremt bruddet er sket hos en databehandler – f.eks. Kolonihaveforbundet – foretages processen i tæt koordination med denne.

1. Haveforeningens bestyrelse bliver opmærksom på bruddet
2. Bestyrelsen vurderer situationen
3. Bestyrelsen iværksætter tiltag for at undgå yderligere brud
4. Bestyrelsen registrerer og dokumenterer bruddet i nedenstående brud-log
5. Bruddet anmeldes til Datatilsynet, medmindre det er usandsynligt, at bruddet medfører en risiko for medlemmet. Anmeldelse skal ske senest 72 timer efter, at bestyrelsen har opdaget bruddet
6. Hvis bruddet medfører en høj risiko for den omhandlede person, underrettes personen om bruddet

**BRUD-LOG (UDFYLDES OG GEMMES VED HVERT BRUD)**

|  |  |
| --- | --- |
| **Brud på persondatasikkerheden** | **Dokumentation af bruddet** |
| Dato og tidspunkt |  |
| Hvad er der sket |  |
| Årsagen til bruddet |  |
| Hvilken type personoplysninger er berørt (almindelige, følsomme, CPR-numre) |  |
| Hvor mange personer er omfattet |  |
| Hvilke konsekvenser har bruddet for de berørte personer |  |
| Hvad er der gjort for at afhjælpe/stoppe bruddet |  |
| Er bruddet anmeldt til Datatilsynet  |  |
| Hvis ja, hvornår |  |
| Hvis nej, hvorfor ikke |  |
| Er der sket underretning til de berørte personer |  |
| Hvis ja, hvornår |  |
| Hvis nej, hvorfor ikke |  |